|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Status color code | Status consequence | Status requirement | Modifier color code | Modifier consequence | Modifier requirement |
| RED | Can’t be used at all! | None of the below… | N/A, no need to check | for modifiers if nothing | is allowed at all! |
| ORANGE | Can only be used if there’s another green | No root-level exploits | (+) BLUE | Unable to use any user-level account | User-level password reset exploits |
| GREEN | Can be used safely + provides admin access | \*Allows\* an exe shell  (SSH or shell exploit) |  | to provide a service | (Must avoid them!) |
| GOLD | Allows ftp write access | No user-level shell No modifier | N/A, can’t have GOLD | if a lib has a blue vuln… |  |